
Cyber Security
Checklist

Conduct a cyber security review

Assess the technical vulnerabilities of the organisation

Identify the improvement activities required to address the

issues identified 

Create a high-level, costed and prioritised improvement plan

PHASE 2:  ASSESS CYBER MATURITY

Conduct a cyber risk assessment

Reassess cyber maturity and performance against industry

KPIs

Mobilise the cyber security improvement plan

Embed cyber security best practices into the organisation
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PHASE ONE: REVIEW CYBER RISKS

Cyberattacks are now one of the biggest threats to emerge from the developing Covid-19
pandemic, due to millions of people working from home, away from security procedures
in the workplace. To safeguard businesses, leaders must prioritise cybersecurity to
understand cyber risks and how to rectify them. Follow our Cyber Security checklist to
identify & address potential cyber threats to your business. 

According to the Cyber Security Breaches Survey 2020, almost half of
UK businesses and a quarter of charities have reported cyber security
breaches in the last 12 months.  


